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Sie¢ Ethernet
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= Historia sieci Ethernet
= Zasada dziatania oraz sposob konfiguracji

* Najwazniejsze standardy stosowane w ramach
systemu Ethernet

" Technologie powigzane ze standardem Ethernet



Rys historyczny - wprowadzenie

Prekursorem sieci Ethernet byfta sie¢ komputerowa Aloha

oparta na komunikacji radiowe;j.

 Sije¢ Aloha powstata na Uniwersytecie Hawajskim. Jej twodrca

byt Norman Abramson wraz zespotem.

« Sie¢ umozliwiata komunikacje miedzy wyspami Archipelagu
Hawajskiego. Komputer podpiety do sieci Aloha mogt

w dowolnym momencie rozpoczg¢ nadawanie.

 Jezeli po okreslonym czasie nie byto odpowiedzi od adresata,
nadawca przyjmowat, ze nastgpita kolizia w wyniku

jednoczesnego nadawania we wspotdzielonym medium.



Rys historyczny - wprowadzenie

W takiej sytuacji obaj nadawcy odczekiwali losowy przedziat czasu zanim
ponawiali nadawanie, co gwarantowato poprawng transmisje. Jednak przy
zwiekszajgcej sie liczbie komputerdw wykorzystanie kanatu spadato do 18%,
a po wprowadzeniu synchronizacji transmisji do 37%.

Bazujagc na rozwigzaniach zastosowanych w sieci Aloha, Bob Matcalfe
opracowat nowy system, w ktorym znalazty sie takie mechanizmy jak:
* wykrywanie kolizji, wykrywanie zajetosci kanatu,

* wspodtdzielony dostep, co doprowadzito do powstania protokétu CSMA/CD (Carrier Sense
Multiple Access witch Collision Detection).

W wyniku dalszych prac nad siecig Ethernet przeprowadzonych
w firmie Xerox PARC powstata pierwsza doswiadczalna sie¢ komputerowa Alto
Aloha Network.

W 1980 roku konsorcjum DIX (Digital-Intel-Xerox) opublikowato standard
Ethernet pracujacy z predkoscia 10Mbps znany pod nazwg DIX Ethernet.
Ostatnia znana wersja tego standardu to DIX V2.0



Rys historyczny

1968 — 1972 — radiowy system ALOHA

1972 — 1975 — pierwsze eksperymenty z sieciami
Ethernet

1976 — notatka z pierwszym rysunkiem sieci
Ethernet

1977 — w grudniu zgtoszono patent dla
Ethernetu (4063220)

1979 — 1983 — Ethernet Il konsorcjum DIX
(Digital, Intel, Xerox)



Rys historyczny

1981 — powotanie komisji 802.3

1983 — opracowanie 10Base5 (10 Mb/s na
odlegtos¢ do 500 m)

1984 — opracowanie 10Base2 (10 Mb/s na
odlegtos¢ do 200 m)

1986 — opracowanie 1Base5 (1 Mb/s na
odlegtos¢ do 500 m)

1989 — I1SO przyjmuje 802.3 jako swoj standard
88023



Rys historyczny

e 1990- IEEE przyjmuje standard 802.3 10BaseT, 10 Mb/s
oparty na skretce

e 1997 - standard 802.3x, Full-Duplex, Flow Control
. 1995 - 802.3u, 100BaseTX

. 1998 — 802.5z, 1000BaseSX, 1000BaselLX, 1000BaseCX —
Ethernet Gigabitowy

e 1998 -802.ab, 1000BaseT, Ethernet Gigabitowy oparty na
skretce

. 2009-10Gb
e 2015-2802.3bm—100Gb/s optyczny

e 2020-302.3cm—400Gb/s — wielokrotny optyczny (4 lub 8 par
Swiatfowoddw, transmisja na odlegtos¢ do 100m)

* - 7zrodto: https://en.wikipedia.org/wiki/IEEE_802.3



Pierwszy model sieci Ethernet
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Koncepcja sieci Ethernet wg. Boba Metcalfe z roku 1970



Przyktadowe standardy Ethernet IEEE

Ethernet jest zdefiniowany w wielu standardach IEEE 802.3.
Standardy te okreslajg specyfikacje warstwy fizycznej i tgcza danych
dla sieci Ethernet. Najwazniejsze standardy 802.3 to:

10Base-T (IEEE 802.3) — 10 Mbps kategorii 3 nieekranowane
skrecone pary (UTP), do 100 metrow.

100Base-TX (IEEE 802.3u) — znany jako szybki Ethernet, kategorie 5,
5E, or 6 przewod UTP, do 100 metrow.

100Base-FX (IEEE 802.3u) — wersja szybkiego Ethernet'u ktora
stosuje potfaczenie sSwiattowodowe sktadajgce sie z wielu wtdkien.
Zasieg do 412 metrow.



Przyktadowe standardy Ethernet IEEE

1000Base-CX (IEEE 802.3z) — wykorzystanie skreconych par
miedzianych przewoddéw. Zasieg do 25 metrow.

1000Base-T (IEEE 802.3ab) — Gigabit Ethernet kategorii 5 UTP.
Zasieg do 100 metrow.

1000Base-SX (IEEE 802.3z) — 1 Gigabit Ethernet korzystajacy z
potgczenia Swiattowodowego wielomodowego.

1000Base-LX (IEEE 802.3z) — 1 Gigabit Ethernet korzystajgcy z
potfaczenia swiattowodowego jednomodowego.

10GBase-T (802.3.an) — 10 Gigabit Ethernet oparty o kable kategorii
5e, 6, and 7 UTP cables.



Wybrane standardy IEEE 802.x

Identyfikator Przyporzgdkowanie

802.2
802.3
802.4
802.5
802.6
802.7
802.8
802.9
802.11
802.14
802.15

Kontrola logiki potgczenia i mostkowanie
Ethernet

Magistrala typu Token

Token Ring

Miejska sie¢ komputerowa

Sie€ Lan oparta na kablu koncentrycznym
Potaczenie optyczne

Zintegrowane ustugi sieciowe LAN

Sieci bezprzewodowe

Modemy kablowe, telewizja kablowa

PAN (Personal Area Network)



Ethernet — model ISO/OSI

Model ISO/OSI

tacza / Fizyczna podwarstwa sygnalizacji

Fizyczna . Specyfikacje mediow

6 Prezentacj Podwarstwa dostepu do tgcza

5 Sesji logicznego (LLC)

4 Transportowa Podwarstwa dostepu do nos$nika
3 e logicznego (MAC)

2

1



Podstawy dziatania sieci Ethernet

e Lokalng sie¢ komputerowg (LAN) tworzg roznego rodzaju
urzgdzenia sprzetowo-programowe, ktore wspotpracujac
ze sobg umozliwiajg przesytanie danych miedzy
komputerami

* W celu poprawnej realizacji tego zadania muszg zostac
spetnione scisle okreslone warunki, ktore definiujg cztery
podstawowe elementy:

— ramke

— protokot sterujgcy dostepem do medium
— komponenty sygnalizacji

— media fizyczne



Sktadniki systemu Ethernet

Ramka -  ustandaryzowany zestaw  bitow
umozliwiajgcy przesytanie danych
Protokdt dostepu do medium (MAC Protocol) —

zestaw regut dziatania kazdego interfejsu Ethernet
umozliwiajgcy wspotdzielenie kanatu Ethernet,

Elementy sygnalizacji — odpowiedzialne za kontrole
transmisji sygnatow w kanale Ethernet

Medium fizyczne - kable oraz inne nosniki
wykorzystywane do przesytania sygnatow miedzy
komputerami dotgczonymi do sieci Ethernet




Ramka Ethernet 1 - IEEE 802.3

Preambut  Znaczn Cel Zrédto  Diugoé¢ Dane/  Kod FCS Inter

a ik SFD / Typ Wypetni Frame
enie Gap

znagnk | Romir®)  lows

Preambuta 7 Preambuta

Znacznik SFD 1 Znacznik poczatku ramki (SFD)

Cel 6 Adres MAC odbiorcy

Zrédto 6 Adres MAC nadawcy

Dtugos¢ / Typ 2 Pole dtugosci lub typ protokotu

Dane 46 — 1500 Dane, jesli jest ich mniej niz 46, to nalezy

dodac wypetnienie

Kod FCS 4 Suma kontrolna CRC ramki

Inter Frame - Przerwa w transmisji na 9.6 us

Gap

Frame Check Sequence (FCS) — pole stuzgce do przechowywania sumy kontrolnej ramki, dodawane w protokotach
komunikacyjnych w celu wykrywania potencjalnych btedéw transmisji danych. Do obliczania FCS wykorzystywany jest
cykliczny kod nadmiarowy (CRC).



Wariant ramki Ethernet IEEE 802.3

Ta przyblizona wersja pakietu 802.3, o niefortunnej nazwie
,Ethernet 802.3”, zostata wydana przez firme WNovell przed
powszechnym  wprowadzeniem  standardow  |[EEE  802.3
i popularnego protokotu IPX/SPX, co niestety prowadzito do
czestych pomytek ze standardem IEEE.

W zwigzku z tym Novell dodat ,surowy” do nazwy.
W przeciwienstwie do klasycznego modelu Ethernet II, ta ramka
okresla doktadny koniec sekwencji bitow dla SFD. To identyfikuje
pakiet danych jako standard 802.3 dla odbiornika.

Ramki 802.3raw nie zawierajg identyfikatora protokotu, poniewaz
mozna ich uzywac tylko dla Novell IPX. Ponadto przesytane dane s3
zawsze poprzedzone 2 bajtami, ktére zawsze sktadajg sie
Z jedynego.
Jest to jedyny sposdéb na odrdznienie ,,surowej” ramki od innych
ramek z rodziny 802.3.



Wariant ramki Ethernet IEEE 802.3

e Ramka IEEE 802.3raw moze byc¢ uzywana tylko dla
protokotu IPX, poniewaz brakuje identyfikatora
protokotu pola typu. Nazwa ,IEEE 802.3raw” jest
rowniez nieco mylgca, poniewaz Novell uzyt nazwy
protokotu bez angazowania IEEE w rozw6j ramki.

e Uzycie tej ramki oznacza dodatkowag prace dla
uzytkownika, poniewaz miedzy urzadzeniami mogg
pojawic sie problemy z kompatybilnoscig. Od 1993 r.
sam Novell zalecat standard , Ethernet 802.2”, ktory
wykorzystywat ramke |EEE 802.3, aby unikngc
prawdopodobienstwa pomytki z ramka ,,surowg”.




Ramka Ethernet IEEE 802.3raw

Preambuta Cel Zrédto  Diugoéé OXFFFF  Dane Kod FCS Inter
Frame
Gap

znagnk | Rmar®)  lops

Preambuta 8 Preambuta

Cel 6 Adres MAC odbiorcy

Zrédto 6 Adres MAC nadawcy

Dtugosc 2 Pole dfugosci

OxFFFF 2 Znacznik — zawsze wartos¢ OxFFFF

Dane 44 — 1498 Dane, jesli jest ich mniej niz 46, to nalezy

dodac wypetnienie

Kod FCS 4 Suma kontrolna CRC ramki

Inter Frame - Przerwa w transmisji na 9.6 us

Gap

Frame Check Sequence (FCS) — pole stuzgce do przechowywania sumy kontrolnej ramki, dodawane w protokotach
komunikacyjnych w celu wykrywania potencjalnych btedéw transmisji danych. Do obliczania FCS wykorzystywany jest
cykliczny kod nadmiarowy (CRC).



Ramka Ethernet Il

Preambuta  Cel Zrédto Typ Dane / Kod FC Inter
Wypetnie Frame
nie Gap

Znacanik | Rozmiar (8 ogs

Preambufta 8 Preambuta

Cel 6 Adres MAC odbiorcy

Zrédto 6 Adres MAC nadawcy

Dtugos¢ / Typ 2 Pole dfugosci lub typ protokotu

Dane 46 — 1500 Dane, jesli jest ich mniej niz 46, to nalezy

dodac wypetnienie

Kod FCS 4 Suma kontrolna CRC ramki

Inter Frame - Przerwa w transmisji na 9.6 us

Gap

Frame Check Sequence (FCS) — pole stuzgce do przechowywania sumy kontrolnej ramki, dodawane w protokotach
komunikacyjnych w celu wykrywania potencjalnych btedéw transmisji danych. Do obliczania FCS wykorzystywany jest
cykliczny kod nadmiarowy (CRC).



Standaryzowana ramka Ethernet

IEEE 802.3

Preambuta
Cel

Zrodto
Dtugosc / Typ
DSAP

SSAP

Pole Kontrole
Dane

Kod FCS

Inter Frame Gap



Standaryzowana ramka Ethernet
IEEE 802.3

Preambuta 8 Preambuta

Cel 6 Adres MAC odbiorcy

Zrédto 6 Adres MAC nadawcy

Dtugos¢/ Typ 2 Pole dtugosci lub typ protokotu

DSAP 1 Destination Service Access Point

SSAP 1 Source Service Access Point

Pole kontrolne 1 Pole definiuje logiczne potaczenie (LLC)
danego protokotu

Dane 46 — 1500 Dane, jesli jest ich mniej niz 46, to nalezy
doda¢ wypetnienie

Kod FCS 4 Suma kontrolna CRC ramki

Inter Frame - Przerwa w transmisji na 9.6 us

Gap



Format adresu MAC

e Adres MAC jest dwuczesciowg 48-bitowg wartoscia dwodjkowa
przedstawiang w formie 12 cyfr szesnastkowych.

e Format zapisu adresu MAC moze by¢ rdézny, najczesciej mozna
spotkad sie z nastepujgcymi postaciami tego adresu:

— (8-60-00-C7-89-EB,

— (8:60:00:C7:89:EB

— badz C860.00C7.89EB

wszystkie formy sg poprawne i dozwolone.

* Jak wiadomo adres MAC jest adresem, ktory jest na trwate zapisany
w pamieci ROM karty sieciowej cho¢ zdarzajg sie producenci

sprzetu sieciowego, ktorzy pozwalaja na lokalng zmiane tego
adresu.



Format adresu MAC

 Adres MAC jest sktadowg dwdch czesci:
— Pierwsze 24 bity adresu zostaty przeznaczone na tzw. identyfikator
OUI (ang. Organizational Unique Identifier),

— natomiast drugie 24 bity s3 identyfikatorem urzadzenia.

Nadawanie identyfikatora OUI jest regulowane przez organizacje IEEE
natomiast zagospodarowaniem pozostatej przestrzeni zajmuje sie
producent urzadzenia.

Dodatkowo w identyfikatorze OUI zostaty zarezerwowane dwa bity:

— bit transmisji rozgtoszeniowej badz grupowej - okresla do jakiej grupy
odbiorcow ma dotrze¢ ramka — transmisja rozgtoszeniowa badz
grupowa,

— bit adresu administrowanego lokalnie - bit okresla mozliwos¢ zmiany
lokalnego adresu MAC.



Format adresu MAC

Unikatowy identyfikator organizacyjny (OUI) | Przypisany przez producenta (karty i
interfejsy sieciowe NIC)

24 bity 24 bity
6 cyfr szesnastkowych 6 cyfr szesnastkowych
C8-60-00 C7-89-EB

Identyfikator organizacji: Cisco, ASus Identyfikator urzgdzenia



Warstwa LLC

Warstwa LLC stuzy do przenoszenia informacji
dotyczgcej typu ramki. Sytuacja taka wystepuje
wtedy, gdy pole typ/dtugosc zawiera dtugosc
ramki, albo gdy do budowy sieci LAN
wykorzystano inny protokot niz Ethernet.

Dane warstwy LLC zgodnie z IEEE 802.2 zajmuj3
kilka pierwszych bitow pola danych.

DSAP (Destination Service Access Point) —
identyfikuje protokot warstwy wyzsze;

SSAP (Source Service Access Point) Dane
kontrolne



Warstwa LLC

Preambut Znaczn Cel Zrodto Diugo$¢  LLC/ Kod FCS Inter
a ik SFD / Typ Dane Frame
Gap

/

Ramka LLC

1Bajt 1 Bajt 1 lub 2 Bajty Rozmiar od 46 do
1500 bajtéw
Punkt dostepu Punkt dostepu Kontrola Dane uzytkownika

ustugi docelowej ustugi zrodtowej



Dostep do medium

Niezwykle istotnym elementem systemu LAN s3
zasady dostepu do medium. Okreslajg one reguty
dziatania urzgdzen nadawczych podczas

transmisji sygnatow.

Metody dostepu:

— Deterministyczne
* Token Ring
* FDDI

— Niedeterministyczne
* Ethernet



Protokoty deterministyczne

Typowymi protokotami deterministycznymi
stosowanymi w sieciach LAN sg rozwigzania obecne
w systemach Token Ring oraz FDDI.

Komputery w tych systemach potgczone sg za pomoca
topologii pierscienia, w ktérym krazy znacznik (token),
przekazywany miedzy komputerami.

Komputer, bedacy w posiadaniu znacznika, moze
nadawac przez okreslony czas, po czym przekazuje
znacznik nastepnemu komputerowi. Dzieki temu
w sieci nie wystepujg kolizje, gdyz w danym momencie
tylko jeden komputer wysyta dane do sieci.



Protokoty niedeterministyczne

Ethernet dla odmiany jest systemem niedeterministycznym.
Obowigzuje tu zasada rywalizacji o dostep do medium.

W takim sSrodowisku zjawiskiem normalnym sg czeste kolizje
wynikajgce stad, ze w danym momencie dwa lub wiecej urzadzen,
wspotdzielgcych medium, moze rozpoczac transmisje danych.

W zwigzku z tym, wprowadzono mechanizm umozliwiajgcy
rozwigzywanie sytuacji kolizyjnych w postaci protokotu CSMA/CD
(Carrier Sense Multiple Access with Colision Detection).

Protokét CSMA/CD opiera sie na trzech prostych mechanizmach:
wykrywania kanatu, rozpoznawania kolizji, wyznaczania czasu po
ktorym nastgpi proba retransmis;ji.



Protokdt CSMA/CD

Protokdét CSMA/CD odpowiedzialny jest za caty proces transmisji
danych:

— wysytanie i odbieranie ramek z danymi,

— dekodowanie ramek i sprawdzanie poprawnosci zawartych w nich
adresow przed przekazaniem ich do wyzszych warstw modelu OSI,

— wykrywanie btedow wewnatrz ramek lub w sieci.

Pracujgc w oparciu o protokét CSMA/CD urzgdzenie przechodzi w stan
nastuchiwania przed rozpoczeciem nadawania.

Nastuchiwanie ma na celu sprawdzenie zajetosci kanatu transmis;ji.



Protokdt CSMA/CD

e Jezeli w kanale transmisji zostanie wykryta nosna
(obecnosc jakiegokolwiek sygnatu w sieci) oznacza to ze
inne urzgdzenie wysyta dane, czyli kanat jest zajety.

* Jezeli w kanale nastgpi cisza i bedzie utrzymywata sie
przez z gory ustalony okres czasu (przerwa
miedzyramkowa), to urzagdzenie stwierdza, ze kanat jest
wolny i rozpoczyna nadawanie.

* Podczas nadawania pierwszej, scisle okreslonej liczby
bitow (minimalna dtugos¢ ramki) urzadzeni sprawdza,
czy nie wystgpita kolizja.



Protokdt CSMA/CD

* Jezeli transmisja dobiegta konca i nie stwierdzono kolizji,
urzadzenie zaktada, ze operacja zakonczyta sie
powodzeniem.

e Jezeli jednak wykryto kolizje (nadmierny wzrost amplitudy
sygnatu Swiadczacy o natozeniu sie sygnatow) nastepuje
wystanie do sieci specjalnego sygnatu.

* Wszystkie urzadzenia, ktore braty udziat w kolizji
zaprzestajg nadawania oraz obliczajg losowy odcinek
czasu, po ktorym ponowig probe transmisiji.



Protokdt CSMA/CD

e Jezeli ponownie wystgpi kolizja, obliczony wczesniej
losowy odcinek czasu jest podwajany i po tak

obliczonym czasie wykonywana jest kolejna proba
transmisji.

* Podwajanie losowo obliczonego odcinka czasu moze
wystepowac najwyzej 16 razy, jezeli kazda kolejna
proba transmisji zakonczyta sie kolizja.

* Po przekroczeniu dopuszczalnejliczby kolejnych kolizji
urzgdzenie odczekuje pewien czas i uruchamia proces
nadawania od poczatku.



Protokdt CSMA/CD

Assemble a frame

Attempt -——— 1

« N Attempt++§ @ « wait one slot time

Y

Is some other station transmitting?
of the frame

-

> Collision detected? . Attempt > maxAttempt N wait<+—rand(16)
Transmit next bit
of the frame v

Transmission finished?

v
Transmission successful no transmission possible



Przerwa miedzyramkowa

Predkos¢ transmisji Przerwa miedzyramkowa | Wymagany czas przerwy

10 Mbps 96 bit-times 9,6 mikrosekundy
100 Mbps 96 bit-times 0,96 mikrosekundy
1 Gbps 96 bit-times 0,096 mikrosekundy
10 Gbps 96 bit-times 0,0096 mikrosekundy
10 Mbps 100 ns
100 Mbps 10 ns
1000 Mbps = 1 Gbps 1ns

10 Gbps 0.1ns



Half/Full Duplex

* Half Duplex — tryb pracy, w ktérym urzgdzenie
w danej chwili moze tylko nadawac lub
odbierac¢ dane

* Full Duplex — tryb pracy, w ktérym urzadzenie
w danej chwili moze zarowno nadawac jak i
odbierac dane



Minimalna dtugosc¢ ramki

Mechanizm wykrywania kolizji w protokole CSMA/CD
zaktada, ze wszystkie urzadzenia sieciowe zostang
poinformowane o wystgpieniu kolizji.

Przyjmujac skrajny przypadek, w ktorym kolizja wystgpita
na jednym krancu sieci, to stacja nadawcza, znajdujgca sie
na drugim krancu otrzyma informacje o kolizji z pewnym
opoznieniem, rownym czasowi propagacji sygnatu
w medium o dtugosci dwukrotnie wiekszej niz maksymalny
rozmiar sieci.

Do celow projektowych przyjeto z pewng nadwyzkg czas
propagacji sygnatu przez catg sie¢ na poziomie 25,6us.

W zwigzku z tym stacja nadajgca otrzyma sygnat
o wystapieniu kolizji nie pozniej niz 51,2us.



Minimalna dtugosc¢ ramki

Poniewaz analiza dotyczy sieci o szybkosci 10Mbps, oznacza
to ze sygnat o wystgpieniu kolizji powinien dotrze¢ do
nadawcy nie pozniej niz podczas wysytania maksimum
pierwszych 512 bitéw (64 oktety).

Zatem jezeli nadawca wysle pierwsze 64 oktety ramki i nie
otrzyma sygnatu kolizji kontynuuje wysytanie pozostatej
czesci ramki.

Jezeli dtugos¢ ramki bytaby mniejsza niz 64 oktety nadawca
nie mogtby wiedzie¢, czy transmisja zakonczona zostata
sukcesem, czy nie.

Dlatego przyjeto, ze minimalnym rozmiarem ramki
gwarantujgcym pewnosC¢ poprawnosci transmisji  jest
rozmiar rowny 64 oktetom.



Parametry szczeliny czasowej

Wersje technologii Ethernet pracujgce z szybkoscig 10 Mb/s i wolniejsze sg
asynchroniczne.

Asynchronicznos¢ oznacza, ze kazda stacja odbierajgca wykorzystuje osiem
oktetow informacji taktowania do zsynchronizowania obwodu odbiorczego
dla nadchodzacych danych, po czym odrzuca je.

Implementacje technologii Ethernet pracujgce z szybkosciag 100 Mb/s
i szybsze sg synchroniczne.

Synchronicznos¢ oznacza, ze informacja taktowania nie jest wymagana,
lecz dla utrzymania zgodnosci pole preambuty i znacznik poczatku ramki
(SFD) sg obecne.

We wszystkich odmianach technologii Ethernet o szybkosci transmis;ji
nieprzekraczajacej 1000 Mb/s standard wyznacza minimalny czas
pojedynczej transmisji nie krotszy niz szczelina czasowa.

Szczelina czasowa dla technologii Ethernet 10 i 100 Mb/s jest réwna
czasowi transmisji 512 bitow (czyli 64 oktetéw).



Parametry szczeliny czasowej

* Szczelina czasowa dla technologii Ethernet 1000 Mb/s
jest rowna czasowi transmisji 4096 bitow (czyli 512
oktetow). Szczelina czasowa jest obliczana przy
zatozeniu maksymalnych dtugosci kabli w najwiekszej
dopuszczalnej architekturze sieciowej.

* W przyblizonych szacunkach czesto wykorzystywana
jest wartos¢ 20,3 cm (8 cali) na nanosekunde do
obliczania opdznienia propagacji w kablu UTP. Oznacza
to, ze w 100 metrach kabla UTP przestanie sygnatu
10BASE-T na catej dfugosci przewodu trwa krocej niz
czas transmisji pieciu bitow.



Parametry szczeliny czasowej

Dla funkcjonowania metody CSMA/CD stosowanej
w sieciach Ethernet konieczne jest, aby stacja wysytajgca
wiedziata o wystgpieniu kolizji zanim zostanie zakoriczona
transmisja ramki o minimalnym rozmiarze.

Przy szybkosci 100 Mb/s taktowanie systemu jest ledwie
w stanie obstuzy¢ sieci o dtugosci kabla rownej 100 metrow.

Przy szybkosci 1000 Mb/s wymagane sg specjalne korekty,
gdyz prawie cata ramka o minimalnym rozmiarze zostataby
wystana, zanim pierwszy bit pokonatby pierwsze 100
metrow kabla UTP.

/ tego powodu tryb potdupleksu nie jest dozwolony
w technologii 10 Gigabit Ethernet.



Btedy transmisji danych w sieci
Ethernet

Podczas transmisji danych w sieci moga zdarzyc sie roznego rodzaju
sytuacje, ktore nie zostaty przewidziane w standardzie.

Tego typu przypadki traktowane sg jako btedy transmisji. Nalezg do

nich:

— Kolizje lub runt
* jednoczesna transmisja wiecej niz jednego urzadzenia przed uptywem szczeliny

czasowej
— Pd6zna kolizja
* jednoczesna transmisja wiecej niz jednego urzadzenia po uptywie szczeliny
czasowej

— Jabber, dtuga ramka, btedny zakres

* niedopuszczalnie dtuga transmisja

— Krotka ramka, fragment kolizji lub runt
* niedopuszczalnie krétka transmisja



Btedy transmisji danych w sieci
Ethernet

— Btad FCS
* uszkodzona ramka
— Btagd wyrodwnania
e zbyt duza albo zbyt mata liczba wysytanych bitow

— Btad zakresu

* liczba otrzymanych bitow rozna od liczby
zadeklarowanej

— Ghost lub jabber

* niedopuszczalnie dtuga preambuta lub zakiocenie



Negocjacje trybu pracy sieci Ethernet

 Negocjowanie trybu pracy ma na celu ustalenie
najwiekszej wspolnej szybkosci pracy potaczonych ze
sobg urzadzen.

e Mechanizm automatycznej negocjacji szybkosci
parametrow fgcza bazuje na sygnalizacji typu FLP (Fast
Link Pulse).

 Sygnalizacja ta stanowi zmodyfikowang postac
sygnalizacji NLP (Normal Link Pulse) uzywanej w
standardzie 10BASE-T do sprawdzania integralnosci
tgcza.



Negocjacje trybu pracy sieci Ethernet

e Standard 10BASE-T wymaga, aby kazde
urzgdzenie wysytato co ok. 16ms cigg impulsow.

 Protokot auto-negocjacji zaadoptowat ten
mechanizm do ogtaszania petnej funkcjonalnosci
danego interfejsu.

W tym celu wysytane jest tyle 16-bitowych
wiadomosci ile potrzeba do opisania mozliwosci
interfejsu.



Negocjacje trybu pracy FLP

16 ms

2ms (16 bits)
6ms (48 bits)

FLP Burst | ||"'| || |"'|

- -

17~33 pulses for 16 bits
49~97 pulses for 48 bits

Data 1 0
Encoding D1 D2
Pulse Position 4 5 6 7



Ramka wiadomosci FLP

Ramka wiadomosci FLP zajmuje 16-bitow,
znaczenie poszczegolnych bitow jest
nastepujgce:

— DO — D4 - identyfikator technologii LAN

— D5 - D12 - identyfikator technologii sieciowych

— D13 — wskaznik btedu

— D14 — bit potwierdzenia odbioru wiadomosci

— D15 - sygnalizacja kontynuacji w nastepne;
wiadomosci



Ramka wiadomosci FLP

Do D1 D2 D3 D4 Ds D6 D7 D8 D9 DioDi1 D12 D13D14D15
So| S1|52|S3 |54 |Ao|A1|A2 |A3 |A4|As |A6|A7 | RF |Ack|NP
- b|‘ >
Selector field Technology ability field
802.3=00001 Ao 10BaseT Other fields
802.9=00010 A1  10BaseT-FD RE  Remote fault
A2 100BaseTX
Ack Acknowledge
A3 100BaseTX-FD NP Next Page
A5 100BaseTs Pag
As PAUSE
A6 Asymmetric PAUSE
operation for full-
duplex Hinks
A7 Reserved




Standardy Ethernet wykorzystujace
mechanizm negocjowania trybu pracy

10Base-T

100Base-TX (tylko UTP)
100Base-T4
100Base-T2

100Base-T



Dziekuje za uwage



